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Europe

INTERPOL Global Cybercrime Programme
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INTERPOL RESTRICTED

COVID-19 Cyberthreats

Malicious Domains

Disruptive Malware (Ransomware)

Online Scams and Phishing

Vulnerability of Remote Workforce

Misinformation
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INTERPOL’s Global Response

Malicious Domain Taskforce

Operational Support

Purple Notices 

#WashYourCyberHands Campaign

Cyber Activity Reports
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Connecting Police Worldwide
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INTERPOL RESTRICTED

‘Cybercrime-as-a-
Service’ for easy 

entry

Targeting 
healthcare sector 

& associated 
supply chains

Online scams & 
phishing related to 
vaccine/medication 

Remote workforce 
vulnerabilities 

Mid-term Projections 
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Global Ecosystem of Cybersecurity

Private 
industry

Law 
Enforcement

International 
organizations 

National 
CERTs

NGOs/
Civil Society

Online 
Groups

Project Gateway
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INTERPOL’s Cybercime Threat Assessment
Collaboration with Council of Europe 

on Criminal Justice Statistics on 
Cybercrime & Electronic Evidence  

Cyber Analytical Platform
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INTERPOL Global Cybercrime Programme – Aggregation as the key enabler
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